
Fort Cherry School District  

  
Bring Your Own Device (BYOD) Agreement 

Student Name:    Grade:   Graduation Yr:  

BYOD AGREEMENT  

1 An electronic device (i.e., laptop, smart phone, iPod, MP3 player, etc.) may be brought to the school and used only with a 

BYOD Agreement signed by both the parent and student.  

2 All content present on the electronic device must be school appropriate. The school is not responsible for any inappropriate use 

of the electronic device that includes, but is not limited to: content, usage, and/or applied fees associated with downloads/additional 

purchases.  

3 The student is bringing his/her electronic device at his/her own risk. The Fort Cherry School District is NOT responsible for any 

electronic device, or replacement/repair of any electronic device, that is lost, stolen, misplaced, broken, and/or mishandled in any way.  

4 Electronic devices used on the Fort Cherry School District property must connect to the District provided wireless network. At 

no time shall the electronic device be connected to mobile Internet (i.e., 3G, 4G, LTE, etc.) while on District property.  

5 Electronic devices may be used during instructional time (i.e., class, library, study hall, etc.) only when granted permission by 

the teacher.  

6 With the availability of Google Docs and Google Drive, the use of USB drives with District owned computers is not permitted. 

If the student does not have Internet access at home, a USB drive may be used only upon pre-approval by the Technology Coordinator 

or designee. Please contact the school office for the proper procedure to have a USB drive pre-approved for usage at the school.  

 

7. The student must abide by all District usage guidelines. Please refer to the guidelines on the back of this document. A parent/guardian 

and student must initial page two (2) of this document to acknowledge the reading of the guidelines. An electronic device may be 

confiscated and/or the privilege of bringing an electronic device to school may be suspended if the student does not abide by this 

agreement and/or District policies.  

By signing this agreement, I acknowledge that my child has permission to bring an electronic device to school and to use the Internet for 

educational purposes. I acknowledge that I have read the Fort Cherry High School Usage Guidelines and agree to abide by this BYOD 

Agreement and Fort Cherry School District Policy #237 Electronic Devices.  

Parent/Guardian Signature Date  

By signing this agreement, I acknowledge that I have read the Fort Cherry School District Usage Guidelines and agree to abide by this 

BYOD Agreement and Fort Cherry School District Policy #237 Electronic Devices.  

Student Signature Date  

FORT CHERRY SCHOOL DISTRICT USAGE GUIDELINES  

Created August 19, 2016  

  



Fort Cherry School District  

(Adopted from Policy #237 Electronic Devices)  

1. Electronic devices may be used in authorized areas or as determined by school administration as follows:  

a. For educational or instructional purposes.  

b. Before and after school, in the cafeteria at lunchtime, on the district’s bus if authorized by the bus driver, and in the library and 

a study hall if authorized by the teacher.  

c. When the educational, safety, emergency, medical, or security use of the Electronic Devices, including Personal Devices, by the 

student is approved by the building principal, or designee, or the student’s IEP team. In such cases, the student’s use must be 

supervised by a district professional.  

 

2. Electronic devices may not be used in unauthorized areas or as determined by school administration as follows:  

a. During tests, examinations, and/or assessments, unless the teacher authorizes such use. Electronic Devices are not permitted to 

be used during tests, examinations, and/or assessments they must be stored in closed items such as pocketbooks and book bags, 

and may not be visible or turned on. For example, they may not be placed on the desktop, table, or on an individual’s lap.  

b. To cheat, engage in unethical conduct, and threaten academic integrity.  

c. To access and/or view Internet websites that are blocked by the district.  

d. To invade the privacy rights of any student or employee, violate the rights of any student or staff member, or harass, threaten, 

intimidate, bully or cyberbully any student, employee, or guest, or promote or engage in violence. Actions include, but are not 

limited to, taking an individual’s photo without consent, recording an individual’s voice or image without consent, or 

storing/accessing personal and/or academic information/data without consent.  

e. In locker rooms, bathrooms, dressing rooms, and hallways during change of classes.  

f. To create, send, share, view, or disseminate sexually explicit, lewd images or video content, as such acts may be a crime under 

state and/or federal law.  

g. To disrupt the educational and learning environment.  

 

1 Electronic devices that violate this Policy, other relevant district policies, regulations, rules, and procedures shall be 

confiscated.  

2 If school officials have reasonable suspicion that this policy, other relevant district policies, regulations, rules, procedures, 

and laws are violated by the student’s use of Electronic Devices and that the use of these devices materially and substantially 

disrupt the school’s atmosphere, the devices may be lawfully searched in accordance with the law, and/or the Electronic Devices 

may be turned over to law enforcement, when warranted.  

3 Students should have no expectation of privacy when using the district-owned Electronic Devices and when using the 

district’s Wi-Fi or other service(s). In addition, students should have no expectation of privacy when they use Personal Electronic 

Devices on the district’s Wi-Fi or other service(s).  

4 When legally required and/or when in the interest of the student, the student’s parent/guardian shall be notified.  

5 If an Electronic Device, including a Personal Electronic Device, is suspected of being stolen, it shall be turned over to law 

enforcement.  

6 Disciplinary consequences shall be in accordance with the district’s policies, regulations, rules, and procedures.  

7 Violations of this policy should be reported to the Superintendent.  

 

PARENT/GUARDIAN INITIALS __________ / STUDENT INITIALS __________  

Created August 19, 2016  

  


